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Unity



● Authenticate the user using AR/VR (Pin or pattern)

● Use TLS to establish a secure websocket connection between a server and a client in Unity 

● Create a secure and “playable” client server setup

The plan



Research Question



Step 1: Implement a test scenario that uses a websocket over TLS

Step 2: Create my own certificate authority (CA) and make it trusted by the server and the remote client

Step 3: Take measurements of the latency in the test scenario with TLS

Step 4: Take measurements of the latency in the test scenario without TLS

Step 5: Compile results and draw conclusions

Methodology



Result



Is this method suitable for secure gaming connections? -> Yes!

Secure: 1000ms / 11.09ms = 90 updates per second

Insecure: 100ms / 5.24ms = 190 updates per second

Is this the only implementation possible? -> No

Conclusion
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